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Social problems

Cyber crimes



Social problems are the general factors that affect and damage society. Also
known as social issues sometimes. A social problem is normally a term used
to describe problems with a particular area or group of people in the world.
Social problems often involve problems that affect the real world. It also
affects how people react to certain situations. Examples can include:

Anti social behavior/crime
Crime and Cyber crime
Human Trafficking
High crime rate

Child abuse
Malnutrition
Discrimination

Racial discrimination
Ageism

Ableism

The shortage of schools

Political corruption



Cyber crimes

Cyber Crimes refer to the wrongful acts, punishable by law that are
conducted over a computer or through networks using digital technology.
Cyber crimes targeting computers, either as victim of the crime, or as the
medium used in the commission of the crime. Cyber crimes, like other
crimes, cause threats to a person, company or country's emotional or financial
safety.

Cyber crimes (sometimes referred to as "cybercrimes") have evolved a lot
with evolution of technology. Earlier, when technology was primitive, the
rate of cyber crimes was very nominal but as technology is evolving the types
of cyber crimes and the mechanisms used for their commission have evolved
greatly[1]. This has also led to the development and implementation of
several laws at regional, state, national, and international levels to control
cyber crimes and penalize cyber criminals.

Cyber Criminal refer to individuals who use technology and computers for the purpose
of gaining access to personal and private information, which is then misused by the
criminal to cause various types of harms to the victim. Cyber criminals mainly indulge
in these activities for profit, and in other cases for motives such as revenge, defamation,
and other personal motives. Some cybercriminals have been indulging in these activities
for years with skilled expertise in using modern and advanced technologies for the
commission of cyber crimes. Other cyber criminals are small level hackers. Cyber
criminals can perform individual activities in their homes or they can even be employed
by governments and large organizations to conduct criminal activities using technology
for harmful motives against rivals.



